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RATE OF
ATTACK

o/ 50% of a surveyed
51% !

582 cybersecurity
professionals do
not believe their
1 5 of organisations report a organisation is
® significant ransomware attack in the prepared to repel a
MILLION previous 12 months from May 2020 ransomware attack
(Source: Sophos) (Source: Fireeye)
1.5 million new One Ransomware- Ransomware The average time
phishing sites are as-a-Service package  attacks increased taken to recover from
created every month called Ranion has by 235% in 2019 a ransomware attack
(Source: Webroot) asu bSCFipTiOﬂ (Source: Malwarebytes) is now 16 days
payment model (Source: Coveware)
costing $960/yr or
$1200/six months

(Source: Bleeping Computer)

RANSOMWARE
METHODS

o of ransomware attacks
8.7 /O in 2019 were malware-free,
compared to 40% in 2018.
of organisations Malware-free attacks are
report being those in which the initial
threatened with tactic did not result in a file
data disclosure or file fragment being written
(e.g. releasing to disk. Examples include
confidential attacks where code executes

information info from memory or where stolen
the public domain) credentials are leveraged
for non-payment for remote logins using
of ransomware. known tools.

(Source: Coveware) (CrowdStrike, 2020)

Ransomware
cost US The average
businesses more cost of a
than $7.5 billion ransomware attack
in 2019 on businesses in
(Source: Emsisoft)

Q120 was $111,605

(Source: Coveware)

COST OF

RANSOMWARE QO

The city
of Baltimore
estimated the cost
of its ransomware
attack in May 2019
at $18 million

(Source: City of Baltimore)
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